Let's C-P-R!
(© CHECK

& for legitimacy and red flags

PROTECT

your online identity and/transactions

[ -REPORT

I:I SUSpICIOUS activities




Always do the C-P-R

OCHECK

for legitimacy and red flags

Banks and financial institutions will only ask
for your personal information if you initiate a
transaction through their official hotlines or.
verified channels.

Validate the legitimacy.of text messages or
emails directly with your banks or
financial institutions.

Always verify the authenticity of a website
py checking its web address or properties.




Always do the C-P-R

©) PROTECT

your online identity and;transactions

Do not provide your personal
information, account details, or
passwords to senders of random text
messages or emails.

Banks and financial institutions will never
ask for your personal information
through a text message or email.

Transact only through the official
websites of your banks and
financial institutions.




Always do the C-P-R

[ REPORT

suspicious activities

@ Immediately-report fraud

attempts or incidents, and
suspicious activities to your
bank or financial Institution.




